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**ABSTRACT**

The main objective of this project is to graphically illustrate the visualization of Diffie-Hellman key exchange algorithm. It is used to secure a variety of Internet services. This algorithm allows two parties who have not previously met to securely establish a key in which they can use to secure their communication. The method was followed shortly by RSA, an implementation of public-key cryptography using asymmetric algorithms.

The Diffie-Hellman key exchange was one of the most important developments in public-key cryptography and it is still frequently implemented in a range of today’s different security protocols. Diffie-Hellman key exchange is frequently implemented in security protocols such as TLS, IPsec, SSH, PGP, and many others. This makes it an integral part of our secure communications. As part of these protocols, the Diffie-Hellman key exchange is often used to help secure your connection to a website, to remotely access another computer, and for sending encrypted emails. Technically, the Diffie-Hellman key exchange can be used to establish public and private keys. These keys can then be used with symmetric-key algorithms to transmit information in a protected manner. Symmetric algorithms tend to be used to encrypt the bulk of the data because they are more efficient than public key algorithms.
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